% Multi-Factor Authentication
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Multi-Factor Authentication (MFA) implements a two-step verification process for
authenticating users when accessing their Simplicity VolP account for added security

Multi-Factor Authentication (MFA) is
a layered approach to securing data
and applications. Benefits include:

e Uses a Time-Based One-Time
Password (TOTP)

e Enables secure access to protect
against fraudulent entry due to
compromised credentials

e Uses Google Authenticator to
generate secure code

e Code sent to user owned devices

e Available for all users in
Simplicity's Client portal

e App based technology for iOS and

Android devices Cost: No additional cost
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